Privacy Policy

We are very delighted that you have shown interestir enterprise. Data protection is of a
particularly high priority for the management oétbominion GmbH. The use of the Internet
pages of the Dominion GmbH is possible without exdlycation of personal data; however, if
a data subject wants to use special enterpris&ssrvia our website, processing of personal
data could become necessary. If the processingrebpal data is necessary and there is no
statutory basis for such processing, we generaligio consent from the data subject.

The processing of personal data, such as the reafdegss, e-mail address, or telephone
number of a data subject shall always be in liné wWie General Data Protection Regulation
(GDPR), and in accordance with the country-spedéita protection regulations applicable to
the Dominion GmbH. By means of this data protectienlaration, our enterprise would like
to inform the general public of the nature, sc@mel purpose of the personal data we collect,
use and process. Furthermore, data subjects areied, by means of this data protection
declaration, of the rights to which they are eaetitl

As the controller, the Dominion GmbH has implemdnemerous technical and
organizational measures to ensure the most comgletection of personal data processed
through this website. However, Internet-based ttatssmissions may in principle have
security gaps, so absolute protection may not laeagiieed. For this reason, every data
subject is free to transfer personal data to ugN@native means, e.g. by telephone.

1. Definitions

The data protection declaration of the Dominion Ghidbased on the terms used by the
European legislator for the adoption of the GenPeth Protection Regulation (GDPR). Our
data protection declaration should be legible amdeustandable for the general public, as
well as our customers and business partners. Twefiss, we would like to first explain the
terminology used.

In this data protection declaration, we use, iater, the following terms:

« a) Personal data
Personal data means any information relating tl@mntified or identifiable natural
person (“data subject”). An identifiable naturatgmn is one who can be identified,
directly or indirectly, in particular by referenttean identifier such as a name, an
identification number, location data, an onlinentiiger or to one or more factors
specific to the physical, physiological, genetigntal, economic, cultural or social
identity of that natural person.

- b) Data subject

Data subject is any identified or identifiable rmmatiperson, whose personal data is
processed by the controller responsible for thegssing.

« ¢) Processing

Processing is any operation or set of operatiorislwis performed on personal data
or on sets of personal data, whether or not bymaated means, such as collection,



recording, organisation, structuring, storage, tattagn or alteration, retrieval,
consultation, use, disclosure by transmissionedissation or otherwise making
available, alignment or combination, restrictiorgseire or destruction.

d) Restriction of processing

Restriction of processing is the marking of stgpedsonal data with the aim of
limiting their processing in the future.

e) Profiling

Profiling means any form of automated processinges§onal data consisting of the
use of personal data to evaluate certain persepaictés relating to a natural person, in
particular to analyse or predict aspects concertiiagnatural person's performance at
work, economic situation, health, personal prefeesninterests, reliability, behaviour,
location or movements.

f) Pseudonymisation

Pseudonymisation is the processing of personalidaach a manner that the personal
data can no longer be attributed to a specific sabgect without the use of additional
information, provided that such additional inforioatis kept separately and is subject
to technical and organisational measures to erieatéhe personal data are not
attributed to an identified or identifiable natupgrson.

g) Controller or controller responsiblefor the processing

Controller or controller responsible for the pragiag is the natural or legal person,
public authority, agency or other body which, alongointly with others, determines
the purposes and means of the processing of pédataa where the purposes and
means of such processing are determined by Unidfeanber State law, the
controller or the specific criteria for its nomirat may be provided for by Union or
Member State law.

h) Processor

Processor is a natural or legal person, publicaiith agency or other body which
processes personal data on behalf of the controller

i) Recipient

Recipient is a natural or legal person, public ariti?, agency or another body, to
which the personal data are disclosed, whetherapharty or not. However, public
authorities which may receive personal data infrits@ework of a particular inquiry in
accordance with Union or Member State law shallb®otegarded as recipients; the
processing of those data by those public auther#i@ll be in compliance with the
applicable data protection rules according to tinpgses of the processing.

])  Third party



Third party is a natural or legal person, publithauty, agency or body other than the
data subject, controller, processor and persons winer the direct authority of the
controller or processor, are authorised to propessonal data.
+ k) Consent

Consent of the data subject is any freely giveac#ig, informed and unambiguous
indication of the data subject's wishes by whiclohshe, by a statement or by a clear
affirmative action, signifies agreement to the @ssing of personal data relating to
him or her.

2. Name and Address of the controller

Controller for the purposes of the General Datadetmn Regulation (GDPR), other data

protection laws applicable in Member states offheopean Union and other provisions

related to data protection is:

Dominion GmbH

Ernst-Reuter-Stral3e 7

51427 Bergisch Gladbach

Deutschland

Phone: +49 (0) 2204/9480-0

Email: claudia.iborom@dominion-gmbh.de

Website: http://www.dominion-gmbh.de

3. Name and Address of the Data Protection Officer

The Data Protection Officer of the controller is:

Michael Beaud

NF Network Factory AG

Bahnhofstrasse 15

6056 Kagiswil

Schweiz

Phone: +41416665747

Email: beaud@networkfactory.ch

Website: www.networkfactory.ch



Any data subject may, at any time, contact our Patdection Officer directly with all
guestions and suggestions concerning data protectio

4. Cookies

The Internet pages of the Dominion GmbH use cookieskies are text files that are stored
in a computer system via an Internet browser.

Many Internet sites and servers use cookies. Manities contain a so-called cookie ID. A
cookie ID is a unique identifier of the cookiectinsists of a character string through which
Internet pages and servers can be assigned tpéh#is Internet browser in which the cookie
was stored. This allows visited Internet sites sexers to differentiate the individual
browser of the dats subject from other Internewsers that contain other cookies. A specific
Internet browser can be recognized and identif@dgithe unique cookie ID.

Through the use of cookies, the Dominion GmbH cawide the users of this website with
more user-friendly services that would not be gaeswvithout the cookie setting.

By means of a cookie, the information and offeroanwebsite can be optimized with the
user in mind. Cookies allow us, as previously nTgd, to recognize our website users. The
purpose of this recognition is to make it easienfgers to utilize our website. The website
user that uses cookies, e.g. does not have to @artess data each time the website is
accessed, because this is taken over by the weasddhe cookie is thus stored on the user's
computer system. Another example is the cookiesffapping cart in an online shop. The
online store remembers the articles that a custti&placed in the virtual shopping cart via
a cookie.

The data subject may, at any time, prevent thengeaf cookies through our website by
means of a corresponding setting of the Intern@wvber used, and may thus permanently
deny the setting of cookies. Furthermore, alreadysokies may be deleted at any time via
an Internet browser or other software programss hpossible in all popular Internet
browsers. If the data subject deactivates thenggtti cookies in the Internet browser used,
not all functions of our website may be entirelphbigs.

5. Collection of general data and information

The website of the Dominion GmbH collects a sevfegeneral data and information when a
data subject or automated system calls up the weed3diis general data and information are
stored in the server log files. Collected may betltg browser types and versions used, (2)
the operating system used by the accessing sy&3¢mne website from which an accessing
system reaches our website (so-called referretsjhé sub-websites, (5) the date and time of
access to the Internet site, (6) an Internet pobdtaddress (IP address), (7) the Internet service
provider of the accessing system, and (8) any cdineifar data and information that may be
used in the event of attacks on our informatiohtebogy systems.

When using these general data and informationDtmainion GmbH does not draw any
conclusions about the data subject. Rather, thisnmation is needed to (1) deliver the
content of our website correctly, (2) optimize tdomtent of our website as well as its
advertisement, (3) ensure the long-term viabilitpar information technology systems and
website technology, and (4) provide law enforcenagrthorities with the information
necessary for criminal prosecution in case of a&pytack. Therefore, the Dominion GmbH



analyzes anonymously collected data and informatiatistically, with the aim of increasing
the data protection and data security of our ens&pand to ensure an optimal level of
protection for the personal data we process. Theynous data of the server log files are
stored separately from all personal data provided tata subject.

6. Contact possibility via the website

The website of the Dominion GmbH contains inforratihat enables a quick electronic
contact to our enterprise, as well as direct comaation with us, which also includes a
general address of the so-called electronic maih¢é address). If a data subject contacts the
controller by e-mail or via a contact form, thegmeral data transmitted by the data subject are
automatically stored. Such personal data transtnittea voluntary basis by a data subject to
the data controller are stored for the purpose@fgssing or contacting the data subject.
There is no transfer of this personal data to thadies.

7. Routine erasur e and blocking of personal data

The data controller shall process and store theopet data of the data subject only for the
period necessary to achieve the purpose of stooages, far as this is granted by the European
legislator or other legislators in laws or reguwas to which the controller is subject to.

If the storage purpose is not applicable, or ifcaegye period prescribed by the European
legislator or another competent legislator expities,personal data are routinely blocked or
erased in accordance with legal requirements.

8. Rights of the data subject
- a) Right of confirmation

Each data subject shall have the right grantedvéyEuropean legislator to obtain
from the controller the confirmation as to whetbenot personal data concerning him
or her are being processed. If a data subject wighavail himself of this right of
confirmation, he or she may, at any time, contagtemployee of the controller.

« b) Right of access

Each data subject shall have the right grantedvéyEuropean legislator to obtain
from the controller free information about his @rlpersonal data stored at any time
and a copy of this information. Furthermore, thedpean directives and regulations
grant the data subject access to the followingrmédion:

o the purposes of the processing;

o the categories of personal data concerned,

o the recipients or categories of recipients to whibenpersonal data have been
or will be disclosed, in particular recipients imrtl countries or international
organisations;

o where possible, the envisaged period for whiclpdrsonal data will be
stored, or, if not possible, the criteria useddtedmine that period;

o the existence of the right to request from the radlet rectification or erasure
of personal data, or restriction of processingarspnal data concerning the
data subject, or to object to such processing;



o the existence of the right to lodge a complainhvaitsupervisory authority;

o Wwhere the personal data are not collected frond#te subject, any available
information as to their source;

o the existence of automated decision-making, inaggirofiling, referred to in
Article 22(1) and (4) of the GDPR and, at leaghiose cases, meaningful
information about the logic involved, as well as gignificance and envisaged
consequences of such processing for the data subjec

Furthermore, the data subject shall have a righbtain information as to whether
personal data are transferred to a third counttg @n international organisation.
Where this is the case, the data subject shall theevaght to be informed of the
appropriate safeguards relating to the transfer.

If a data subject wishes to avail himself of thggt of access, he or she may, at any
time, contact any employee of the controller.

c) Right to rectification

Each data subject shall have the right grantedvéyEuropean legislator to obtain
from the controller without undue delay the recaition of inaccurate personal data
concerning him or her. Taking into account the psgs of the processing, the data
subject shall have the right to have incompletsqeal data completed, including by
means of providing a supplementary statement.

If a data subject wishes to exercise this righttdification, he or she may, at any
time, contact any employee of the controller.

d) Right to erasure (Right to be forgotten)

Each data subject shall have the right grantedvéyEuropean legislator to obtain

from the controller the erasure of personal dateceming him or her without undue
delay, and the controller shall have the obligatmerase personal data without undue
delay where one of the following grounds appliesloag as the processing is not
necessary:

o The personal data are no longer necessary inaeladithe purposes for which
they were collected or otherwise processed.

o The data subject withdraws consent to which thegssing is based according
to point (a) of Article 6(1) of the GDPR, or pofgat) of Article 9(2) of the
GDPR, and where there is no other legal groundh®processing.

o The data subject objects to the processing pursaadticle 21(1) of the
GDPR and there are no overriding legitimate grododshe processing, or the
data subject objects to the processing pursuahttice 21(2) of the GDPR.

o The personal data have been unlawfully processed.

o The personal data must be erased for compliand¢ean@gal obligation in
Union or Member State law to which the controlesubject.

o The personal data have been collected in relatidhe offer of information
society services referred to in Article 8(1) of BBPR.

If one of the aforementioned reasons applies, ahatasubject wishes to request the
erasure of personal data stored by the Dominiongrhb or she may, at any time,



contact any employee of the controller. An emplogyeEBominion GmbH shall
promptly ensure that the erasure request is cothplith immediately.

Where the controller has made personal data pahtids obliged pursuant to Article
17(1) to erase the personal data, the controigimg account of available technology
and the cost of implementation, shall take reaslerstbps, including technical
measures, to inform other controllers processiegirsonal data that the data subject
has requested erasure by such controllers of aky to, or copy or replication of,
those personal data, as far as processing is qoiree. An employees of the

Dominion GmbH will arrange the necessary measurasdividual cases.

€) Right of restriction of processing

Each data subject shall have the right grantedhéyuropean legislator to obtain
from the controller restriction of processing where of the following applies:

o The accuracy of the personal data is contestetidogldta subject, for a period
enabling the controller to verify the accuracylué personal data.

o The processing is unlawful and the data subjecosepthe erasure of the
personal data and requests instead the restriatitheir use instead.

o The controller no longer needs the personal datthéopurposes of the
processing, but they are required by the data sufijethe establishment,
exercise or defence of legal claims.

o The data subject has objected to processing pursmamticle 21(1) of the
GDPR pending the verification whether the legitiengtounds of the
controller override those of the data subject.

If one of the aforementioned conditions is met, artthta subject wishes to request the
restriction of the processing of personal dataestdry the Dominion GmbH, he or she
may at any time contact any employee of the cdettolhe employee of the

Dominion GmbH will arrange the restriction of thepessing.

f) Right to data portability

Each data subject shall have the right grantedh&yEuropean legislator, to receive the
personal data concerning him or her, which wasigealito a controller, in a
structured, commonly used and machine-readableafoite or she shall have the
right to transmit those data to another contrallghout hindrance from the controller
to which the personal data have been providedyrasds the processing is based on
consent pursuant to point (a) of Article 6(1) of BDPR or point (a) of Article 9(2) of
the GDPR, or on a contract pursuant to point (Aritle 6(1) of the GDPR, and the
processing is carried out by automated meansngsds the processing is not
necessary for the performance of a task carriedhaiie public interest or in the
exercise of official authority vested in the cotign

Furthermore, in exercising his or her right to dadetability pursuant to Article 20(1)
of the GDPR, the data subject shall have the tghiave personal data transmitted
directly from one controller to another, where tachlly feasible and when doing so
does not adversely affect the rights and freeddnoshers.



In order to assert the right to data portabilibhg tlata subject may at any time contact
any employee of the Dominion GmbH.

0) Right to object

Each data subject shall have the right grantedhéyEuropean legislator to object, on
grounds relating to his or her particular situatianany time, to processing of
personal data concerning him or her, which is basegoint (e) or (f) of Article 6(1)
of the GDPR. This also applies to profiling basadltese provisions.

The Dominion GmbH shall no longer process the pekdata in the event of the
objection, unless we can demonstrate compellingiegte grounds for the processing
which override the interests, rights and freedofrtb® data subject, or for the
establishment, exercise or defence of legal claims.

If the Dominion GmbH processes personal data fiactimarketing purposes, the data
subject shall have the right to object at any timprocessing of personal data
concerning him or her for such marketing. This aggplto profiling to the extent that it
is related to such direct marketing. If the datiaject objects to the Dominion GmbH

to the processing for direct marketing purposesbminion GmbH will no longer
process the personal data for these purposes.

In addition, the data subject has the right, orugds relating to his or her particular
situation, to object to processing of personal datecerning him or her by the
Dominion GmbH for scientific or historical reseaiwposes, or for statistical
purposes pursuant to Article 89(1) of the GDPRessithe processing is necessary for
the performance of a task carried out for reasdpsiblic interest.

In order to exercise the right to object, the datlject may contact any employee of
the Dominion GmbH. In addition, the data subjedteg in the context of the use of
information society services, and notwithstandinge€tive 2002/58/EC, to use his or
her right to object by automated means using teahspecifications.

h) Automated individual decision-making, including profiling

Each data subject shall have the right grantedhéyEuropean legislator not to be
subject to a decision based solely on automatetkepsing, including profiling, which
produces legal effects concerning him or her, milarly significantly affects him or
her, as long as the decision (1) is not is necg$saentering into, or the performance
of, a contract between the data subject and acdatzoller, or (2) is not authorised by
Union or Member State law to which the controlesubject and which also lays
down suitable measures to safeguard the data $shjgbits and freedoms and
legitimate interests, or (3) is not based on tha dabject's explicit consent.

If the decision (1) is necessary for entering imiothe performance of, a contract
between the data subject and a data controll€R)at is based on the data subject's
explicit consent, the Dominion GmbH shall implemsuitable measures to safeguard
the data subject's rights and freedoms and leg#imndéerests, at least the right to
obtain human intervention on the part of the cdidrpto express his or her point of
view and contest the decision.



If the data subject wishes to exercise the rightserning automated individual
decision-making, he or she may, at any time, cariag employee of the Dominion
GmbH.

+ i) Right to withdraw data protection consent

Each data subject shall have the right grantedhéyuropean legislator to withdraw
his or her consent to processing of his or herqmaisdata at any time.

If the data subject wishes to exercise the rightitbdraw the consent, he or she may,
at any time, contact any employee of the DominionbEl.

9. Data protection for applications and the application procedures

The data controller shall collect and process #regnal data of applicants for the purpose of
the processing of the application procedure. Tloegssing may also be carried out
electronically. This is the case, in particulamif applicant submits corresponding application
documents by e-mail or by means of a web form enatébsite to the controller. If the data
controller concludes an employment contract witlagplicant, the submitted data will be
stored for the purpose of processing the employmeationship in compliance with legal
requirements. If no employment contract is conalidéh the applicant by the controller, the
application documents shall be automatically eraas@edmonths after notification of the

refusal decision, provided that no other legitimaterests of the controller are opposed to the
erasure. Other legitimate interest in this relatgre.g. a burden of proof in a procedure under
the General Equal Treatment Act (AGG).

10. Data protection Google M aps

This site use the Google Maps map service via anl&R operated by Google Inc., 1600
Amphitheatre Parkway, Mountain View, CA 94043, USA.

To use Google Maps, it is necessary to save yoadtiPess. This information is generally
transmitted to a Google server in the USA and dttitere. The provider of this site has no
influence on this data transfer.

The use of Google Maps is in the interest of makiagwebsite appealing and to facilitate the
location of places specified by us on the web3ites constitutes a justified interest pursuant
to Art. 6 (1) (f) DSGVO.

Further information about handling user data, cafolind in the data protection declaration
of Google at https://www.google.de/intl/de/polid@svacy/.

11. L egal basisfor the processing

Art. 6(1) lit. a GDPR serves as the legal basipfocessing operations for which we obtain
consent for a specific processing purpose. If tioegssing of personal data is necessary for
the performance of a contract to which the datgestilis party, as is the case, for example,
when processing operations are necessary for fiysaf goods or to provide any other
service, the processing is based on Article 6{1bIGDPR. The same applies to such
processing operations which are necessary foriogrout pre-contractual measures, for
example in the case of inquiries concerning oudpcts or services. Is our company subject



to a legal obligation by which processing of peedatata is required, such as for the
fulfillment of tax obligations, the processing iaded on Art. 6(1) lit. ¢ GDPR. In rare cases,
the processing of personal data may be necessargtict the vital interests of the data
subject or of another natural person. This wouldheecase, for example, if a visitor were
injured in our company and his name, age, heathrance data or other vital information
would have to be passed on to a doctor, hospitailrar third party. Then the processing
would be based on Art. 6(1) lit. d GDPR. Finallypgessing operations could be based on
Article 6(1) lit. f GDPR. This legal basis is uskd processing operations which are not
covered by any of the abovementioned legal grouh@spcessing is necessary for the
purposes of the legitimate interests pursued byompany or by a third party, except where
such interests are overridden by the interestarmdmental rights and freedoms of the data
subject which require protection of personal d&tach processing operations are particularly
permissible because they have been specificallytiorezd by the European legislator. He
considered that a legitimate interest could berassuif the data subject is a client of the
controller (Recital 47 Sentence 2 GDPR).

12. Thelegitimate interests pursued by the controller or by athird party

Where the processing of personal data is basedtrieA6(1) lit. f GDPR our legitimate
interest is to carry out our business in favorhef well-being of all our employees and the
shareholders.

13. Period for which the personal data will be stored

The criteria used to determine the period of stem@gpersonal data is the respective statutory
retention period. After expiration of that peridkle corresponding data is routinely deleted, as
long as it is no longer necessary for the fulfilimhef the contract or the initiation of a

contract.

14. Provision of personal data as statutory or contractual requirement; Requirement
necessary to enter into a contract; Obligation of the data subject to provide the per sonal
data; possible consequences of failureto provide such data

We clarify that the provision of personal dataastly required by law (e.g. tax regulations) or
can also result from contractual provisions (enfprimation on the contractual partner).
Sometimes it may be necessary to conclude a conti@cthe data subject provides us with
personal data, which must subsequently be procésses. The data subject is, for example,
obliged to provide us with personal data when aumgany signs a contract with him or her.
The non-provision of the personal data would h&aeeconsequence that the contract with the
data subject could not be concluded. Before petstata is provided by the data subject, the
data subject must contact any employee. The emgldggifies to the data subject whether
the provision of the personal data is requiredavy dr contract or is necessary for the
conclusion of the contract, whether there is amgalibn to provide the personal data and the
consequences of non-provision of the personal data.



15. Existence of automated decision-making
As a responsible company, we do not use automatision-making or profiling.
This Privacy Policy has been generated by the &yiPalicy Generator of theGD - Your

External DPCthat was developed in cooperation wdkrman Lawyersrom WILDE
BEUGER SOLMECKE, Cologne.




